Lecture 1 - January 6
Syllabus & Introduction

Safety-Critical Systems

Verification vs. Validation

Theorem Proving vs. Model Checking
TLA+



Course Learning Outcomes (CLOS)

CLo1 | Explain the importance of|safety, mission-,| business-, and security-critical systems.

CLO2 | Demonstrate knowledge of the importance of good software engineering practices for

critical systems. fd' ,é/ SR ,,émm'/ WPM

=

CL03| Use rigorous software engineering methods to develop dependable software applications
that are accompanied by] certification evidence|for their safety and correctness.

CLo4 | Demonstrate knowledge of the method and tools using deductive approaches (such as

theorem proving).

CLO5 | Demonstrate knowledge of methods and tools for algorithmic approaches (such as model

checking, bounded satisfiability) etc.

CLO6 | Demonstrate knowledge of the theory underlying deductive and algorithmic approaches.

CLO7| Use industrial strength tools associated with the methods on large systems.
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REJECTIONS
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DISCIPLINE
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General Tips about Success
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